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LESS: 

THE ORIGINS

LESSon 0:



2024: standardisation of 

 CRYSTALS-Dilithium

 CRYSTALS-KYBER

 SPHINCS+

2017 - CALL FOR PROPOSALS

“NIST is soliciting proposals for post-quantum cryptosystems […]. 
The goal of this process is to select a number of acceptable candidate 

cryptosystems for standardization.”

H

NIST, Call for Additional Digital Signature Schemes for the Post-Quantum Cryptography Standardization Process, 2022



2020 - LESS!

Biasse, Micheli, Persichetti, Santini, LESS is More: Code-Based Signatures Without Syndromes, 2020

«[…] we construct a signature scheme by exploring a new approach to the area. 
[…] We show that practical instances of our protocol have the potential to 

outperform the state of the art on code-based signatures […].»



2022 - CALL FOR SIGNATURES

NIST

x

NIST

post-quantum

124
USA

Requirements:

1. not based on structured lattices

2. performance advantage over SPHINCS+

3. if lattice-based, performance advantage over CRYSTALS

«NIST is calling for additional digital signature proposals 

to be considered in the PQC standardization process.»

NIST, Call for Additional Digital Signature Schemes for the Post-Quantum Cryptography Standardization Process, 2022
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LINEAR CODE 

EQUIVALENCE

LESSon 1:



LINEAR CODES

An (𝑛, 𝑘)- linear code 𝐶 is a 𝑘-dimensional subspace of 𝐹𝑞
𝑛.

The matrix 𝐺 whose rows are a basis of 𝐶 is its generator matrix.

LINEAR CODE

All generator matrices are connected by some change of basis 𝑆 ∈ 𝐺𝐿𝑘 𝑞 .

For some 𝑆, 𝑆𝐺 = 𝐼𝑘 | 𝐴 . This is the systematic form.



LINEAR CODES

An (𝑛, 𝑘)- linear code 𝐶 is a 𝑘-dimensional subspace of 𝐹𝑞
𝑛.

The matrix 𝐺 whose rows are a basis of 𝐶 is its generator matrix.

LINEAR CODE

All generator matrices are connected by some change of basis 𝑆 ∈ 𝐺𝐿𝑘 𝑞 .

For some 𝑆, 𝑆𝐺 = 𝐼𝑘 | 𝐴 . This is the systematic form.

The dual of an (𝑛, 𝑘)-linear code 𝐶 is the (𝑛, 𝑛 − 𝑘)-linear code

𝐶⊥ = 𝑦 ∈ 𝐹𝑞
𝑛 ∶ ∀𝑥 ∈ 𝐶, 𝑦𝑥𝑇 = 0

DUAL CODE

Its generator matrix is the parity check matrix of 𝐶. 

If 𝐺 = 𝐼𝑘 | 𝐴 , then 𝐻 = (−𝐴T | 𝐼n−k).



LINEAR CODES

GHT =
−A

In−k
AIk = 0

Its generator matrix is the parity check matrix of 𝐶. 

If 𝐺 = 𝐼𝑘 | 𝐴 , then 𝐻 = (−𝐴T | 𝐼n−k).



Permutation

Linear isometry

𝜋 ∈ 𝑆𝑛

𝜇 = 𝑣; 𝜋 ∈ 𝐹𝑞
∗𝑛 ⋊ 𝑆𝑛
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MEET: MONOMIAL MATRICES



given 𝐶, 𝐶′
find 𝜋 ∈ 𝑆𝑛 such that 𝐶′ = 𝜋(𝐶)

given 𝐶, 𝐶′
find 𝜇 ∈ 𝑀𝑛 such that 𝐶′ = 𝜇(𝐶)

Permutation Equivalence Problem (search)

Linear Equivalence Problem (search)

MEET: MONOMIAL MATRICES



Permutation Equivalence Problem (search)

Linear Equivalence Problem (search)

given 𝐺, 𝐺′
find 𝑃 ∈ 𝑆𝑛 such that 𝐺′ = 𝐺𝑃

given 𝐺, 𝐺′
find 𝑄 ∈ 𝑀𝑛 such that 𝐺′ = 𝐺𝑄 𝑮

𝑮

𝒗𝟏
𝒗𝟐

𝒗𝟑

𝟏
𝟏

𝟏
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Permutation Equivalence Problem (search)

Linear Equivalence Problem (search)

given 𝐺, 𝐺′
find 𝑃 ∈ 𝑆𝑛 and 𝑆 ∈ 𝐺𝐿𝑘(𝑞) such that 𝐺′ = 𝑆𝐺𝑃

given 𝐺, 𝐺′
find 𝑄 ∈ 𝑀𝑛 and 𝑆 ∈ 𝐺𝐿𝑘(𝑞) such that 𝐺′ = 𝑆𝐺𝑄 𝑮𝑺

𝑺 𝑮

𝒗𝟏
𝒗𝟐

𝒗𝟑

𝟏
𝟏

𝟏

MEET: MONOMIAL MATRICES



COMLEXITY OF LEP & PEP

PEP-search PEP-decisionGIP

A reduces to BBA

LEP-search

Barenghi, Biasse, Micheli, Persichetti, Santini, On The Computational Hardness Of The Code Equivalence Problem, 2022

Battagliola, Mora, Santini, Using the Schur Product to Solve the Code Equivalence Problem, 2025

LEP-decision



DESIGNING 

THE SCHEME

LESSon 2:



LESS: THE SIGMA PROTOCOL (ZKPoK)

I know 𝑸 and 𝑺 such that 𝑮′ = 𝑺𝑮𝑸!  

Prove it.

Biasse, Micheli, Persichetti, Santini, LESS is More: Code-Based Signatures without Syndrome, 2020



LESS: THE SIGMA PROTOCOL (ZKPoK)

P V

Biasse, Micheli, Persichetti, Santini, LESS is More: Code-Based Signatures without Syndrome, 2020

𝒄𝒐𝒎 = 𝑺𝑭(𝑮ഥ𝑸)

𝒄𝒐𝒎

𝑸, 𝑺 ∶ 𝑮′ = 𝑺𝑮𝑸

random ഥ𝑸 ∈ 𝑴𝒏
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LESS: THE SIGMA PROTOCOL (ZKPoK)

P V

Biasse, Micheli, Persichetti, Santini, LESS is More: Code-Based Signatures without Syndrome, 2020

𝒄𝒉

𝒓𝒔𝒑

𝑸, 𝑺 ∶ 𝑮′ = 𝑺𝑮𝑸

random ഥ𝑸 ∈ 𝑴𝒏

𝒄𝒐𝒎 = 𝑺𝑭(𝑮ഥ𝑸)

𝒄𝒐𝒎

random 𝒄𝒉 ∈ {𝟎, 𝟏}

𝑺𝑭 𝑮 ⋅ 𝒓𝒔𝒑 = 𝒄𝒐𝒎
𝑺𝑭 𝑮′ ⋅ 𝒓𝒔𝒑 = 𝒄𝒐𝒎

if 𝒄𝒉 = 𝟎 , 𝒓𝒔𝒑 = ഥ𝑸

if 𝒄𝒉 = 𝟏, 𝒓𝒔𝒑 = 𝑸−𝟏ഥ𝑸



LESS: THE SIGMA PROTOCOL (ZKPoK)

P V

Biasse, Micheli, Persichetti, Santini, LESS is More: Code-Based Signatures without Syndrome, 2020

𝒄𝒉

𝒓𝒔𝒑 𝒉(𝑺𝑭 𝑮 ⋅ 𝒓𝒔𝒑 ) = 𝒄𝒐𝒎
𝒉(𝑺𝑭 𝑮′ ⋅ 𝒓𝒔𝒑 ) = 𝒄𝒐𝒎

𝑸, 𝑺 ∶ 𝑮′ = 𝑺𝑮𝑸

random 𝒄𝒉 ∈ {𝟎, 𝟏}

random ഥ𝑸 ∈ 𝑴𝒏

𝒄𝒐𝒎 = 𝒉(𝑺𝑭 𝑮ഥ𝑸 )

𝒄𝒐𝒎

if 𝒄𝒉 = 𝟎 , 𝒓𝒔𝒑 = ഥ𝑸

if 𝒄𝒉 = 𝟏, 𝒓𝒔𝒑 = 𝑸−𝟏ഥ𝑸



LESS: THE SIGMA PROTOCOL (ZKPoK)

P V

Biasse, Micheli, Persichetti, Santini, LESS is More: Code-Based Signatures without Syndrome, 2020

random ഥ𝑸 ∈ 𝑴𝒏

𝒄𝒉

𝒓𝒔𝒑

𝑸: 𝑮′ = 𝑹𝑹𝑬𝑭(𝑺𝑸)

𝒄𝒐𝒎 = 𝒉(𝑹𝑹𝑬𝑭 𝑮ഥ𝑸 )

𝒄𝒐𝒎

random 𝒄𝒉 ∈ {𝟎, 𝟏}

if 𝒄𝒉 = 𝟎 , 𝒓𝒔𝒑 = ഥ𝑸

if 𝒄𝒉 = 𝟏, 𝒓𝒔𝒑 = 𝑸−𝟏ഥ𝑸

𝒉(𝑹𝑹𝑬𝑭 𝑮 ⋅ 𝒓𝒔𝒑 ) = 𝒄𝒐𝒎
𝒉(𝑹𝑹𝑬𝑭 𝑮′ ⋅ 𝒓𝒔𝒑 ) = 𝒄𝒐𝒎



LESS: THE SIGMA PROTOCOL (ZKPoK)

Biasse, Micheli, Persichetti, Santini, LESS is More: Code-Based Signatures without Syndrome, 2020

𝑮

𝑹𝑹𝑬𝑭(𝑮ഥ𝑸)

𝑮′
witness

ഥ𝑸 𝑸−𝟏ഥ𝑸



LESS: THE SIGNATURE

Biasse, Micheli, Persichetti, Santini, LESS is More: Code-Based Signatures without Syndrome, 2020

random ഥ𝑸 ∈ 𝑴𝒏

𝒄𝒐𝒎𝒊 = 𝒉(𝑹𝑹𝑬𝑭 𝑮ഥ𝑸 ) 𝒊 = 𝟏,… , 𝒕

for 𝒊 = 𝟏,… , 𝒕
if 𝒄𝒉𝒊 = 𝟎 , 𝒓𝒔𝒑𝒊 = ഥ𝑸
if 𝒄𝒉𝒊 = 𝟏, 𝒓𝒔𝒑𝒊 = 𝑸−𝟏ഥ𝑸

𝒄𝒉 = 𝒉(𝒎, 𝒄𝒐𝒎)

𝝈 ← (𝒄𝒐𝒎𝟏, … , 𝒄𝒐𝒎𝒕, 𝒓𝒔𝒑𝟏, … , 𝒓𝒔𝒑𝒕)
soundness of Σ is ½, 

iterate 𝑡 = 𝜆 times

𝒄𝒉𝒊 = 𝒄𝒉[𝒊] 𝒊 = 𝟏,… , 𝒕

𝑮

𝑹𝑹𝑬𝑭(𝑮ഥ𝑸𝒊)

𝑮′
witness

ഥ𝑸𝒊 𝑸−𝟏ഥ𝑸𝒊



SECURITY & 

ATTACKS 

LESSon 3:



SECURITY PROOF

If Σ is a non-trivial canonical identification protocol secure against passive 

impersonation attacks, the signature scheme FS(Σ) is UF-CMA secure,

𝐴𝑑𝑣𝐹𝑆(Σ),𝐴
𝑢𝑓−𝑐𝑚𝑎

𝜆 ≤ 𝑓 𝜆 ⋅ 𝐴𝑑𝑣Σ,𝐵
𝑝𝑎−𝑖𝑚𝑝

(𝜆) + 𝑔(𝜆)

FACT

Abdalla, An, Bellare, Namprempre, From Identification to Signatures via the Fiat-Shamir Transform, 2002

The security of LESS is based on that of LEP.

This holds in ROM and is believed to hold for the QROM.

LEP-searchuf-cma sec. of 𝑭𝑺(𝚺) pa-imp sec. of 𝚺

Don, Fehr, Majenz, Schaffner, Security of the Fiat-Shamir transformation in the quantum random-oracle model, 2019

“                                                        ”



ATTACKS

Type 1: solving PEP (e.g. SSA)

 

LESS team, LESS: Linear Equivalence Signature Scheme (v2), 2025

LEP instance

LEP solution

LEP > PEP

PEP solver



ATTACKS

Type 1: solving PEP (e.g. SSA)

• if two codes are linearly equivalent, their 

closures are permutationally equivalent

𝑐𝑙 𝐶 𝑎 = 𝑐 ⊗ 𝑎 ∶ 𝑐 ∈ 𝐶 (𝑎 ordering of 𝐹𝑞
∗)

• deteriorates with dimension of the hull of the 

code, but closures have maximal hull…

LESS team, LESS: Linear Equivalence Signature Scheme (v2), 2025

LEP instance

LEP solution

LEP > PEP

PEP solver



ATTACKS

Type 2: low-weight codeword finding (e.g. Prange)

• in general of exponential complexity

• structured variants deteriorate with increasing 𝑞

• Leon’s algorithm: generate relations with 𝐿1, 𝐿2 

of weight-𝑤 codewords such that 𝐿1 = 𝑄𝐿2

• NIST constraints the depth of quantum circuits, 

rendering quantum attacks (e.g. Prange + 

Grover) impractical

𝑳𝟐𝑳𝟏

candidates

short codewords

LESS team, LESS: Linear Equivalence Signature Scheme (v2), 2025



ATTACKS

LESS team, LESS: Linear Equivalence Signature Scheme (v2), 2025



PARAMETERS

𝐴𝑑𝑣𝐹𝑆(Σ),𝐴
𝑢𝑓−𝑐𝑚𝑎

𝜆 ≤ 𝑓 𝜆 ⋅ 𝐴𝑑𝑣Σ,𝐵
𝑝𝑎−𝑖𝑚𝑝

(𝜆) + 𝑔(𝜆)

≤ 𝑓′ 𝜆 ⋅ 𝐴𝑑𝑣𝐶
𝐿𝐸𝑃(𝜆) + 𝑔′(𝜆)

LESS team, LESS: Linear Equivalence Signature Scheme (v2), 2025



PARAMETERS

𝐴𝑑𝑣𝐹𝑆(Σ),𝐴
𝑢𝑓−𝑐𝑚𝑎

𝜆 ≤ 𝑓 𝜆 ⋅ 𝐴𝑑𝑣Σ,𝐵
𝑝𝑎−𝑖𝑚𝑝

(𝜆) + 𝑔(𝜆)

≤ 𝑓′ 𝜆 ⋅ 𝐴𝑑𝑣𝐶
𝐿𝐸𝑃(𝜆) + 𝑔′(𝜆)

Consider 𝑞 ≥ 5 and random codes. We select 𝑛, 𝑘, 𝑞 such that for any

weight 𝑤 = 1,… , 𝑛 finding lists of weight- 𝑤 codewords 𝐿1 and 𝐿2 having

non-empty 𝐿1 ∩ 𝐿2𝑄 takes at least time 2𝜆.

INSTANTIATION

𝐶𝐼𝑆𝐷(𝑤)

𝑁(𝑤)
< 2𝜆

LESS team, LESS: Linear Equivalence Signature Scheme (v2), 2025



TII, PQsort 

FOR AN OLD VERSION OF LESS!



TII, PQsort 

LESS team, LESS: Linear Equivalence Signature Scheme (v2), 2025

NEW VERSION OF LESS!



WHAT IS LESS?

WHAT IS LINEAR EQUIVALENCE?

IS LESS SECURE?

…WHAT IS A CODE?



UPGRADES!

LESSon 4:



UPGRADES!

LESSon 4:

… an overview



LESS-F

random ഥ𝑸 ∈ 𝑴𝒏

𝒄𝒐𝒎𝒊 = 𝒉(𝑹𝑹𝑬𝑭 𝑮ഥ𝑸 ) 𝒊 = 𝟏,… , 𝒕

for 𝒊 = 𝟏,… , 𝒕
if 𝒄𝒉𝒊 = 𝟎 , 𝒓𝒔𝒑𝒊 = ഥ𝑸
if 𝒄𝒉𝒊 = 𝟏, 𝒓𝒔𝒑𝒊 = 𝑸−𝟏ഥ𝑸

𝒄𝒉 = 𝒉(𝒎, 𝒄𝒐𝒎)
𝒄𝒉𝒊 = 𝒄𝒉[𝒊] 𝒊 = 𝟏,… , 𝒕

𝝈 ← (𝒄𝒐𝒎𝟏, … , 𝒄𝒐𝒎𝒕, 𝒓𝒔𝒑𝟏, … , 𝒓𝒔𝒑𝒕)

Barenghi, Biasse, Persichetti, Santini, LESS-FM: Fine-tuning Signatures from the Code Equivalence Problem, 2021

idea: challenge is lighter for 𝑏 = 0, just 

send the seed used to generate ത𝑄

Use a weight-restricted hash ℎ. 

  need more rounds 𝑡

  more efficient broadcasts



LESS-M

random ഥ𝑸 ∈ 𝑴𝒏

𝒄𝒐𝒎𝒊 = 𝒉(𝑹𝑹𝑬𝑭 𝑮ഥ𝑸 ) 𝒊 = 𝟏,… , 𝒕

for 𝒊 = 𝟏,… , 𝒕

if 𝒄𝒉𝒊 = 𝟏, 𝒓𝒔𝒑𝒊 = 𝑸𝒄𝒉𝒊
−𝟏 ഥ𝑸

𝒄𝒉 = 𝒉(𝒎, 𝒄𝒐𝒎)
𝒄𝒉𝒊 = 𝒄𝒉[ 𝒊 − 𝟏 ℓ, 𝒊ℓ] 𝒊 = 𝟏,… , 𝒕

𝝈 ← (𝒄𝒐𝒎𝟏, … , 𝒄𝒐𝒎𝒕, 𝒓𝒔𝒑𝟏, … , 𝒓𝒔𝒑𝒕)

Barenghi, Biasse, Persichetti, Santini, LESS-FM: Fine-tuning Signatures from the Code Equivalence Problem, 2021

idea: increasing the challenge space

reduces repetitions 𝑡

The 𝑐ℎ𝑖 become ℓ- bit challenges, 

interpreted as integers in [0,2ℓ − 1].

 2ℓ public keys 𝑄𝑖 (note: 𝑄1 = 𝐼𝑛) 

  reduced rounds 𝑡



LESS-FM

Barenghi, Biasse, Persichetti, Santini, LESS-FM: Fine-tuning Signatures from the Code Equivalence Problem, 2021

LESS-F  +  LESS-M



IS-LESS

Persichetti, Santini, A New Formulation of the Linear Equivalence Problem and Shorter LESS Signatures, 2023

idea: for 𝑏 = 1, just consider the action 

of 𝑸−𝟏ഥ𝑸 on an information set 𝐽
But the verifier needs to compute the same code.

coordinates in 𝐽: equal up to invertible matrix

coordinates outside 𝐽: equal up to invertible and monomial matrices

solution: compute a «canonical form»

ҧ𝐺𝐽
′
= 𝑆 ҧ𝐺𝐽

ҧ𝐺 𝑛 ∖𝐽
′
= 𝑆 ҧ𝐺 𝑛 ∖𝐽𝑍

prover: 𝑅𝑅𝐸𝐹( ҧ𝐺𝐽) w.r.t. 𝐽

verifier: 𝑅𝑅𝐸𝐹( ҧ𝐺𝐽′) w.r.t. 𝐽

𝑉 = ҧ𝐺𝐽
−1 ҧ𝐺 𝑛 ∖𝐽

𝑉′ = ҧ𝐺𝐽
−1 ҧ𝐺 𝑛 ∖𝐽𝑍

scale & sort columns in lexicographical order

scale & sort columns in lexicographical order

=≠



INTERLUDE: CRYPTOGRAPHIC GROUP ACTIONS

⋆ ∶ 𝐺 × 𝑋 → 𝑋
𝑔, 𝑥 ↦ 𝑥 ⋆ 𝑔

Cryptographic if:

• effective (efficient sampling, membership testing, evaluation)

• pseudorandom outputs 

•  one-way

• …

Alamati, De Feo, Montgomery, Patranabis, Cryptographic Group Actions and Applications, 2020



INTERLUDE: CRYPTOGRAPHIC GROUP ACTIONS

⋆ ∶ 𝐺 × 𝑋 → 𝑋

Alamati, De Feo, Montgomery, Patranabis, Cryptographic Group Actions and Applications, 2020

𝐺 = 𝐺𝐿𝑘 𝑞 ⋊ (𝐴𝑢𝑡 𝐹𝑞 ×𝑀𝑛)

𝑋 ⊂ 𝐹𝑞
𝑘×𝑛 full-rank matrices

(𝑆; (𝛼, 𝑄)), 𝐴 ↦ 𝑆𝛼(𝐺𝑄)

LESS team, LESS: Linear Equivalence Signature Scheme (v2), 2025



INTERLUDE: CRYPTOGRAPHIC GROUP ACTIONS

⋆ ∶ 𝐺 × 𝑋 → 𝑋

Alamati, De Feo, Montgomery, Patranabis, Cryptographic Group Actions and Applications, 2020

𝐺 = 𝐺𝐿𝑘 𝑞 ⋊ (𝐴𝑢𝑡 𝐹𝑞 ×𝑀𝑛)

𝑋 ⊂ 𝐹𝑞
𝑘×𝑛 full-rank matrices code generators

monomial operations & change of basis

(𝑆; (𝛼, 𝑄)), 𝐴 ↦ 𝑆𝛼(𝐺𝑄)

LESS team, LESS: Linear Equivalence Signature Scheme (v2), 2025
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𝐺 = 𝐺𝐿𝑘 𝑞 ⋊ (𝐴𝑢𝑡 𝐹𝑞 ×𝑀𝑛)

𝑋 ⊂ 𝐹𝑞
𝑘×𝑛 full-rank matrices code generators

monomial operations & change of basis

(𝑆; (𝛼, 𝑄)), 𝐴 ↦ 𝑆𝛼(𝐺𝑄)

LESS team, LESS: Linear Equivalence Signature Scheme (v2), 2025



CF-LESS

idea: proving that 𝐶 and 𝐶 lie in the same

equivalence class reduces witness size 

𝐹 ≤ 𝑀𝑛 subgroup such that any 𝜑 ∈ 𝐹 is decomposed as 𝜑𝑘 , 𝜑𝑛−𝑘 ∈ 𝑀𝑘 ×𝑀𝑛−𝑘

any isometry 𝜓 is the permutation of a 𝜑 ∈ 𝐹

𝐶𝐹: 𝐹𝑞
𝑘×(𝑛−𝑘)

→ 𝐹𝑞
𝑘×(𝑛−𝑘)

∪ {⊥} canonical form invariant over 𝐹

𝐶𝐹 𝐴 = 𝐶𝐹(𝑄𝜑𝑘 ⋅ 𝐴 ⋅ 𝑄𝜑𝑛−𝑘) for any 𝜑 ∈ 𝐹

𝐼𝑘 𝐴)𝐺 ത𝑄 𝐼𝑘 𝐶𝐹(𝐴))

only commit ℎ(𝐶𝐹 𝐴 ), but we need to save the map 𝜋: 𝐺 ത𝑄 → 𝑅𝑅𝐸𝐹(𝐺 ത𝑄) for the response

Chou, Persichetti, Santini, On Linear Equivalence, Canonical Forms, and Digital Signatures, 2025



CF-LESS

only commit ℎ(𝐶𝐹 𝐴 ), but we need to save the map 𝜋: 𝐺 ത𝑄 → 𝑅𝑅𝐸𝐹(𝐺 ത𝑄) for the response

𝑮

𝑪𝑭(𝑨)

𝑮′
witness

ഥ𝑸𝒊 𝑸−𝟏ഥ𝑸𝒊

𝐼𝑘 𝐴)𝐺 ത𝑄 𝐼𝑘 𝐶𝐹(𝐴))

idea: proving that 𝐶 and 𝐶 lie in the same

equivalence class reduces witness size 

Chou, Persichetti, Santini, On Linear Equivalence, Canonical Forms, and Digital Signatures, 2025



CF-LESS

PEP-search PEP-decisionGIP

A reduces to BBA

LEP-search LEP-decision

IS-LEP

CF-LEP

* if 𝐶𝐹 does not fail, i.e. 𝐶𝐹 ∗ ≠⊥

*



TAKE AWAYS

• first code-based signature not using a SDP variation



TAKE AWAYS

• first code-based signature not using a SDP variation

• can adopt the framework of (non-commutative) group actions 

– identity-based signatures

– ring signatures

Barenghi, Biasse, Ngo, Persichetti, Santini, Advanced Signature Functionalities from the Code Equivalence Problem, 2022



TAKE AWAYS

• first code-based signature not using a SDP variation

• can adopt the framework of (non-commutative) group actions 

– identity-based signatures

– ring signatures

– threshold signatures??

Barenghi, Biasse, Ngo, Persichetti, Santini, Advanced Signature Functionalities from the Code Equivalence Problem, 2022

NIST, First Call for Multi-Party Threshold Schemes (draft 2), 2025



THANKS!

CF-LESS

PROVER
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