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Classical signature
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Cryptographic sighature

«Anyone signhing must have
done so with Paul’s private key»
<<Only Paul knows his Attack derive the
private key» private key (total break)

Conclusion: «Only Paul could have
produced this signature... probably?»

Attack: sign without the
private key (forgery)
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Biden-Harris Administration is preparing for[..] risks to
government and critical infrastructure»

WHI White House Memorandum, Nov. 2022

WASHINGTON

«This[..] encourages [..] a coordinated [..] transition
among the different Member States and their public
sectors [..] and critical infrastructures[..].»

Commission Recommendation, Apr. 2024
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The toll of PQ-resistance

e PQ-resistance e computational effort*

e diversification e memory effort™
e compatibility™

* widely varies between standards
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XRP turns PQ-resistant

e compatibility* e computational effort*
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Joint projects
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